
October 8, 2019 1 

 2 

RESOLUTION NO. 2019-68 3 

 4 

RESOLUTION BY THE FINANCE AND HUMAN RESOURCES COMMITTEE AUTHORIZING 5 

THE OFFICE OF CHILD SUPPORT TO ENTER INTO A CONTRACT WITH THE WISCONSIN 6 

DEPARTMENT OF CHILDREN AND FAMILIES (DCF) TO OPERATE THE FIVE COUNTY 7 

DEMONSTRATION PROJECT IN RACINE COUNTY BETWEEN JULY 1, 2019 AND 8 

DECEMBER 31, 2020 AND AUTHORIZING THE TRANSFER OF $240,000.00 WITHIN THE 9 

CHILD SUPPORT – GRANTS 2019 BUDGET 10 

 11 

To the Honorable Members of the Racine County Board of Supervisors: 12 

 13 

BE IT RESOLVED by the Racine County Board of Supervisors that the transfer 14 

of funds as set forth in Exhibit “A,” that is attached hereto, within the Child Support – 15 

Grants 2019 Budget is authorized and approved. 16 

 17 

 BE IT FURTHER RESOLVED by the Racine County Board of Supervisors that 18 

an eighteen (18) month agreement with the Wisconsin Department of Children and 19 

Families (DCF) for the five county demonstration project in Racine County as set forth in 20 

Exhibit “B” which is attached hereto is authorized and approved subject to any changes 21 

deemed necessary and appropriate by the Corporation Counsel; and  22 

 23 

 24 

   Respectfully submitted, 25 

 26 

1st Reading _____ FINANCE AND HUMAN RESOURCES 27 

   COMMITTEE 28 

2nd Reading _____ 29 

   ___________________________________ 30 

BOARD ACTION  Robert N. Miller, Chairman   31 

 Adopted _____  32 

 For _____ ___________________________________ 33 

 Against _____ Brett A. Nielsen, Vice-Chairman 34 

 Absent _____  35 

   ___________________________________ 36 

VOTE REQUIRED: 2/3 M.E. Q.A. Shakoor, II, Secretary 37 

    38 

Prepared by:  _____________________________________ 39 

Corporation Counsel  Janet Bernberg 40 

 41 

___________________________________ 42 

John A. Wisch 43 

 44 

___________________________________ 45 

Mike Dawson 46 

 47 

___________________________________ 48 

   Thomas Pringle 49 

 50 

The foregoing legislation adopted by the County Board of Supervisors of  51 

Racine County, Wisconsin, is hereby: 52 

Approved:  _____ 53 

Vetoed:  _____ 54 

 55 

Date:  ____________________,  56 

 57 

__________________________________________________ 58 

Jonathan Delagrave, County Executive 59 



Res No. 2019-68 1 

Page Two 2 

INFORMATION ONLY 3 

 4 

 WHEREAS, in 2012, the federal Office of Child Support Enforcement (OCSE) 5 

selected Wisconsin, along with seven other states, to participate in the five-year Child 6 

Support Noncustodial Parent Demonstration Project (CSPED), designed to examine 7 

and pilot experimental programs that offer non-custodial parents enhanced services, 8 

including case management, employment-related services, and fatherhood and 9 

parenting activities; and 10 

 11 

 WHEREAS, CSPED operated successful pilot projects in Brown and Kenosha 12 

Counties; and 13 

 14 

 WHEREAS, in June 2019, the Bureau of Child Support (BCS) selected the 15 

Racine County Office of Child Support Services (CSS), along with child support 16 

agencies in Marathon and Wood Counties, to expand the project as part of the Five 17 

County Demonstration Project; and 18 

 19 

 WHEREAS, the project will be implemented in Racine County through March 20 

2024, and Racine County will receive waiver funding to operate the project, including 21 

$240,000 between July 1, 2019, and December 31, 2020; and 22 

 23 

WHEREAS, the project will operate in the five Wisconsin counties under the 24 

name ELEVATE, which stands for Empowering Lives through Education, Vocational 25 

Assessment, Training and Employment; and 26 

 27 

WHEREAS, CSS will start referring participants to ELEVATE at the beginning of 28 

January 2020; and 29 

 30 

WHEREAS, BCS has set a goal of 425 participants to be served in Racine 31 

County through the course of the project; and 32 

 33 

WHEREAS, in Racine County, ELEVATE will be a collaboration between CSS 34 

and Racine County Workforce Solutions, along with many other partners in the 35 

community; and 36 

 37 

WHEREAS, the goal is to increase compliance with child support orders, and to 38 

increase noncustodial parent participation in the workforce; and 39 

 40 

WHEREAS, the Office of Child Support also hopes to shift the focus of the child 41 

support program for ELEVATE participants, from one of traditional judicial enforcement, 42 

to a more supportive and engaging approach to noncustodial parents, with the hope to 43 

increase noncustodial parental involvement in the lives of their children, and improve 44 

family, social and economic well-being. 45 
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Exhibit 1 

SCOPE OF SERVICES 

OVERVIEW 

This Scope of Services outlines the Child Support Agency's (CSA�s) responsibilities in implementing the 

Five County Demonstration Project (FCDP), a demonstration project intended for learning from and 

further developing an experimental model for a child-support led program to provide employment 

services to noncustodial parents (NCPs).  

 

The goals of FCDP are as follows: 

 

Underlying goal: Increase NCP compliance with child support orders. 

Strategic goal: Increase NCP participation in the workforce. 

Operational goal: Shift CSA and BCS culture from traditionally enforcement-focused to a more 

supportive and engaging approach to NCPs.

Social goal: Increase NCP engagement in the lives of their children as a means to increase family 

social and economic well-being. 

FCDP as described in this Scope of Services is based on program operations as of July 2019. The Bureau 

of Child Support (BCS) may update this Scope of Services as program operations develop throughout the 

planning and implementation of the demonstration. The Wisconsin State Statutes, Department of 

Children and Families (Department) Administrative Rules, and program policies and procedures may 

change over time. The Department will communicate any changes to the FCDP Scope of Services to the 

five participating CSAs. 

 

I. Delivery of Core Program Components 

 

CSAs will ensure delivery of the core components of FCDP to all participants, either through 

direct provision by CSA staff, via Purchase of Service Agreements with third party for service 

delivery, or a combination thereof. Staff will ensure that all participants are entered into the 

requisite participant and data tracking and management systems.  

 

 A. Enhanced Case Management 

 

The CSA will ensure staff oversight of FCDP case management. At a minimum, each NCP 

will have one-on-one contact with FCDP-assigned staff for needs assessment, 

domestic/family violence screening, referrals to or assistance in obtaining services, and 

monitoring of participant progress. Staff will also provide an overview of participant 

expectations and responsibilities while participating in the program. 

 

The CSA will ensure the provision of the following, either directly or via referral: 

 

1.  Enhanced Child Support Services 

 

a. At a minimum, staff will conduct a desk review of the participant�s child 

support order, assess and suspend (as appropriate) administrative and 
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judicial enforcement procedures while the NCP participant is active in 

FCDP, and assess the NCP participant�s child support orders for 

expedited review and adjust.  

 

b.  As warranted, participants will receive additional enhanced child support 

services. Such services may include modifying orders if appropriate, 

stipulating for payment on arrears, lifting driver�s license suspension 

upon enrollment and assisting with reinstatement fees, monitoring and 

offering incentivized eligibility for state debt reduction tracking based on 

participation, etc.   

 

2.  Employment Services 

 

a. At a minimum, a one-on-one assessment of NCP employment 

circumstances and needs will be completed, which will include 

ascertaining readiness for work and the need for work supports.  

 

b. Employment services to be provided may include but are not limited to, 

resume writing assistance, job search assistance, job readiness training, 

job placement services, job retention services, rapid re-employment 

services, education, and work supports.  

 

c.  The CSA will track services provided including modality (one-on-one, 

group setting, online), duration, and, in the case that the service is 

provided by a third party, who is providing the service. The CSA will also 

track referrals to additional community resources and, to the extent 

possible, the take-up rate of those referrals. Data will be tracked via a 

BCS-approved case management system.  

 

  3.  Parenting Education and Services 

 

Each CSA will identify parenting education and resources available in their 

community and refer participants to those services and resources. If resources 

are not available, the CSA will work with BCS to incorporate existing resources 

and articulate a plan for developing or acquiring additional parenting education 

and services.   

 

a. At a minimum, the CSA will assess NCP participants� parenting needs and 

interests. This may include needs and interests related, but not limited 

to, parenting skills, mediation, co-parenting skills, domestic/family 

violence, access and visitation, anger and stress management, financial 

management, and communication skills.  

 

b. NCP participants will be referred to parenting education and services, 

which may include but will not be limited to personal development; 

responsible parenting, co-parenting, and fatherhood; parenting skills; 

relationship skills; and domestic/family violence awareness, prevention, 

and resources.  
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c.  The CSA will establish and maintain communication with the parenting 

services provider to ensure monitoring and documentation of 

participation and to address questions and needs related to child 

support. 

 

II. Participation in FCDP Peer Learning Community 

 

Given the experimental nature of FCDP, participating CSAs are expected to implement the core 

components of the project as well as contribute to the continued development of policies and 

procedures as collective experience with the model is gained. Communication and coordination 

will be expected in order to capture, document, and incorporate the lessons learned and best 

practices developed throughout the demonstration period.  

 

In order to facilitate this, CSA representatives and, as necessary, representatives of partner 

agencies, will participate in routine meetings (in-person and virtual) and share information with 

BCS and other FCDP CSAs in the interest of learning from, contributing to, disseminating 

information on, and supporting the project�s implementation.  

 

 A. Regular Meetings, Conference Calls, and Site Visits 

 

1. CSAs will be expected to participate in regular in-person and virtual meetings for 

routine communication, sharing of best practices/lessons learned, and reporting. 

Training on domestic/family violence and awareness is required.  

 

2.  CSAs will be expected to coordinate with BCS for regular site visits by the 

Department and other relevant visitors to their agency, at a minimum of once 

per year.  

 

 B. Periodic Presentations and Opportunities for Sharing Project Progress 

 

1. As opportunities allow, CSAs and partner agencies will give presentations on 

FCDP to their FCDP peer agencies, non-FCDP CSAs, state staff, and others. This 

may include presentations at state and national conferences, Directors Dialogue, 

and routine meetings and conference calls. Presentation may cover components 

of the project including the implementation process, outcomes, lessons learned, 

and other related topics.  

 

 C. Training 

 

1.  CSA staff and representatives from partner agencies will be provided with 

training opportunities in order to prepare them for implementation of the core 

project components. Full participation in training is expected, to the extent 

possible. 

 

2.  CSA staff and representatives will be encouraged to complete additional trainings 

offered via state training resources (e.g., the Partner Training Team). Due 
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diligence to complete recommended and relevant trainings by CSA and partner 

agency representatives is expected, to the extent possible. 

 

3.  CSAs will document training participation, both name of attendees and training 

received, for use in project monitoring and evaluation. 

 

III. Data Reporting and Evaluation 

 

CSAs shall follow designated processes for collecting and reporting on project metrics. CSAs will 

respond to and fulfill Department data requests.  

 

A. Office of Child Support Enforcement (OCSE) Semi-Annual Reporting 

 

1. CSAs will provide data and input needed for quarterly and semi-annual reporting 

required by OCSE for compliance with the FCDP Section 1115 waiver terms and 

conditions.  

 

B. Evaluation 

 

1. CSAs will collect and provide data required for the evaluation of FCDP, to be 

designed and conducted by the Institute for Research on Poverty (IRP). Specifics 

on data to be collected will be provided formally in writing by IRP. Data provision 

and evaluation support may include ensuring completion of a baseline and 

follow-up survey; tracking of services and referrals provided; providing 

documentation of project implementation; and participating in and facilitating 

focus groups with staff, participants, and custodial parents.  

 

IV.  Performance Monitoring 

 

CSAs will be monitored according to the Department�s approved FCDP Performance Monitoring 

Plan (attached and subject to update effective January 1, 2020). CSAs will be expected to actively 

work towards meeting additional objectives as follows.  

 

A. Recruitment and Enrollment 

 

1. CSAs will work collectively with the other FCDP CSAs and BCS to recruit and 

enroll NCP participants to meet recruitment goals as outlined in the FCDP Section 

1115 waiver request, FCDP Performance Monitoring Plan, and IRP research 

design. CSAs will monitor and report progress towards annual and project 

enrollment goals.  

 

V. Purchase of Service Agreements 

 

As necessary, CSA may enter into agreements or subcontracts with community partners to 

purchase services to the extent that payment for such services does not exceed the amount 

reasonable and necessary to ensure the quality of such services. The determination that the 

amounts are reasonable and necessary must be fully documented in the IV-D CSA records. 
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Copies of Purchase of Service Agreements or subcontracts or other inter-county agreements to 

provide services under this contract must be submitted to BCS within 30 days after the 

agreement is signed by the parties.  

 

The CSA must also assure that any subcontracts and/or service agreements with other 

community partners allow for data collection and the collection of other information that may be 

required as a component of the project evaluation.  

 

All parties delivering FCDP services via Purchase of Service Agreements must meet relevant 

background check and fingerprinting requirements established under IRS Publication 1075. 

 

VI. Data Sharing, Confidentiality, and Media 

 

 A. Data Sharing Agreements 

 

Each CSA agrees to enter into one or more Data Sharing Agreements with DFES for access 

to the KIDS and WWP systems pursuant to fulfilling work under this agreement. Separate 

Data Sharing Agreements are required to meet new laws and DCF policies related to the 

access of confidential client information. Each CSA further agrees to enter into identical 

Data Sharing Agreements with any subcontractor engaged in work under this agreement. 

Subcontractor Data Sharing Agreements shall have an expiration date consistent with the 

end date of the subcontract. 

 

DCF will provide access to all information systems necessary to complete assigned work. 

Systems include, but are not limited to: KIDS and WWP. Access will be furnished within 

30 days of the request. 

 

 B.  Photo Releases 

 

CSAs are responsible for ensuring a photo release agreement is obtained from any 

participant captured in photos that may be published or utilized to represent the CSA or 

FCDP.  

 

 C.  Media and Social Media 

 

CSAs and subcontractors must obtain written permission prior to contributing to any 

media or social media representing FCDP.   
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Exhibit 2
BUDGET

TOTAL GRANT BUDGET

Child Support Agency Jul 1, 2019 � Dec 31, 2020

Racine $240,000
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Exhibit 3: 

FCDP Performance Monitoring Plan 

July 1, 2019 � December 31, 2019 

Performance Goal 1: CSA is an active partner in the FCDP Peer Learning Community. 

Objective  
Performance Metric 

Monitoring Activity Monitoring  Content Frequency 
Conducted 

by 

Follow up 

Mechanism 

CSA is an active participant 

in FCDP meetings and 

trainings. 

CSA designee attends 

all scheduled FCDP 

meetings.  

Attendance count Presence/absence at each meeting. Monthly Contract 

Administrator 

On agenda for 

monthly FCDP 

calls/meetings 

CSA designee attends 

all required trainings. 

Review of CSA 

Report/Partner Training 

Team Report (PTT) 

CSA self-reports attendance at trainings 

(specifying who attended, the topic of the 

training); PTT provides documentation of CSA 

designee attending trainings. 

Monthly Contract 

Administrator 

On agenda for 

monthly FCDP 

calls/meetings 

Performance Goal 2: CSA participates in planning and implementation of FCDP. 

Objective  
Performance Metric 

Monitoring Activity Monitoring  Content Frequency 
Conducted 

by 

Follow up 

Mechanism 

CSA identifies source 

(including personnel) for 

the provision of the four 

core components of FCDP. 

CSA has personnel, 

contracts, and 

protocols in place by 

December 31, 2019  

Monthly review of 

progress 

Presentation of a county Implementation Plan  Monthly Contract 

Administrator 

Development of 

plan components to 

be incorporated into 

monthly 

calls/meetings 
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EXHIBIT  

DATA SHARING AGREEMENT
BETWEEN

THE DEPARTMENT OF CHILDREN AND FAMILIES (DCF)
AND

RACINE COUNTY OFFICE OF CHILD SUPPORT SERVICES
UPDATED [August 23, 2019]

I. PARTIES TO AGREEMENT

The parties to this agreement are the Department of Children and Families (DCF) (hereinafter
referred to as the source agency) and Racine County Office of Child Support Services. 
(hereinafter referred to as the recipient agency). DCF is the state agency responsible for the 
oversight and implementation of human service programs across Wisconsin including child 
welfare, child support, child care subsidies, child care regulation, child care quality and 
Temporary Assistance for Needy Families (TANF).  

The Wisconsin Department of Children and Families, Division of Family and Economic Security, 
Bureau of Child Support is responsible for overseeing the child support program in Wisconsin. 
This includes new initiatives such as the Five County Demonstration Project (FCDP), which 
provides enhanced case management, enhanced child support services, employment services, and 
parenting education and services to non-custodial parents (NCPs) in five Wisconsin counties. 

Racine County Office of Child Support Services operates the child support program in Racine 
County and has been selected as one of five counties that will implement FCDP during the 
demonstration period as defined under the related Section 1115 waiver.  

II. PURPOSE OF EXCHANGE AGREEMENT

The purpose of this agreement is to address the policies, security and confidentiality issues,

extraordinary costs, and processes to facilitate sharing FCDP data and information between 
the parties, including: 

Personally Identifiable Information (PII)
Individually Identifiable Health Information
Federal Tax Information (FTI)
Social Security Administration (SSA) Information
Unemployment Compensation (UC) Information
Protected/Confidential Classifications (Physical Health, Mental Health,
Disabilities and Impairments, Alcohol and Substance Abuse, and Domestic
Abuse)
Other Privileged and/or Confidential Information

This agreement allows designated staff of the recipient agency to be provided with FCDP data 
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and information maintained by the source agency. Access to the data and information shall be
arranged by the data steward identified in Article XIII. Access to data and information is 
permitted only for legitimate operations under this agreement, as defined under Article III.

This agreement requires compliance by the parties with all state and federal laws, administrative 
codes and regulations, specifically, compliance with the National Institute of Standards and
Technology (NIST) special publications, under their current revisions 800-53 (Rev. 4) -
Minimum Security Controls (Moderate-Impact Baseline). Legal emphasis includes, but is not 
limited to, Chapter 49 and 767 Wis. Stats, Title 45 Public Welfare, Federal Code of Regulations, 
Title IV-D of the Social Security Act, and related administrative memos and handbooks, 
including the Bureau of Child Support Operations Memos and the Five County Demonstration 
Project Policies and Procedures Manual.

 
III. SCOPE OF AGREEMENT

 
This agreement allows the source agency to share information with the recipient agency for the 
purpose(s) of:

1. Determining FCDP eligibility at application and reviews;
2. Documenting case management services;
3. Collecting screening and assessment information;
4. Making referrals to other agencies and organizations;
5. Tracking employment and referral take-up; and
6. Viewing Child Support information.

 

This agreement allows the source agency to provide information on FCDP participants, and 
involved with Child Support, as well as their households and assistance groups, and benefits 
related to these programs. The source agency approves the use of data for the purpose(s) and 
programs referenced above.

 
The information provided by the source agency may contain personal identifying information. 
The personal identifying information may be used for purposes of matching individual-specific 
data consistent with the purpose(s) stated above. The recipient agency is not authorized to release 
individual personal information or to contact individuals using the personal identifying
information without the prior written approval of the source agency.

 
The specific data systems that the source agency will allow the recipient agency to access is 
described in Article XIV to the agreement.

 
IV. REQUIREMENTS TO RECEIVE INFORMATION

 
All requests by the recipient agency for information or access to information systems and data 
bases shall be coordinated through the DCF Data Steward(s) (See Article XIII) These
personnel shall respond in a timely manner to requests for information or access to 
information systems and databases.
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If specific requests by the recipient agency for information are denied or only partially granted 
by the source agency, the source agency shall provide an explanation of the reasons for the 
denial or limitation.

The recipient agency agrees to make all staff with access to data and information under this 
agreement aware of the contents of this agreement, state and federal confidentiality requirements, 
and the consequences of violating those confidentiality requirements.

The recipient agency agrees to store information received under this agreement in a secure
manner in accordance with NIST special publications 800-53 (Rev. 4) - Minimum Security 
Controls (Moderate-Impact Baseline), limiting access to information only to the staff granted 
access by the recipient agency�s data steward identified in Article XIII. For online access to 
information, the recipient agency agrees to implement internal controls to prevent unauthorized
access to the information system or data as authorized by this agreement.

The recipient agency agrees to permit authorized personnel of the source agency to make on-site 
inspections to ensure adherence to requirements of this agreement.

 

V. CONFIDENTIALITY: SECURITY DUTIES AND OBLIGATIONS AND LEGAL 

DISCLOSURE REQUIREMENTS

 
The recipient agency agrees to comply with all applicable state and federal laws, regulations, 
administrative memos and handbooks pertaining to the confidentiality of information, including 
but not limited to FCDP and Child Support information. The recipient agency is responsible for
complying with all changes in confidentiality requirements that take place after the Agreement 
is in place.

The recipient agency agrees to comply with the following measures and those referenced in 
Article XIV, to protect the confidentiality of any information provided under this Agreement
and to protect such information against unauthorized access or disclosure, and specifically
agrees that [it will]:

A. Information subject to this agreement to the extent necessary to assist in the purposes in 
Article III and only disclose such information for the purposes defined in this 
Agreement;

B. Store all data, including access passwords or login information, in a place electronically
and physically secure from access by unauthorized persons. Data storage shall be in 
compliance with the NIST special publications, under their current revisions;

C. Only store any digital copies of the information received from the source agency on
Racine County Office of Child Support Services�s managed systems (including backup 
images or replicas), and shall not at any time utilize 3rd party, outside vendor, or cloud-
based service providers for storage or transfer of Information received from the source 
agency;

D. Use the data only for purposes authorized by law and this Agreement;
E. Not disclose data without prior written authorization from source agency;
F. Store and process the data in an electronic formation in a way that is secure from access
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by unauthorized persons;
G. Take precautions to ensure that only authorized personnel have access to the

computer systems in which the data is stored;
H. Make the data accessible only to those staff of the recipient agency who require the

data in the official performance of the job duties and for the specific purposes stated in 
this Agreement;

I. Instruct all persons with access to the data on the confidentiality requirement of the 
Agreement, and the sanctions for unauthorized disclosure of information;

J. Maintain a system sufficient to allow a complete and efficient audit of compliance within 
these safeguard provisions and the other requirements of this Agreement, including 
complete records of all use and disclosure and limitations on such use and disclosure,
and allow random audits by the source agency;

K. Apply requirements regarding confidentiality of information as set forth in applicable 
state statutes, administrative rules, employee handbooks, and policy manuals equally
to information obtained pursuant to this Agreement;

L. Prohibit the storage or transport of the data by means of unprotected media, such as (but 
not limited to) unencrypted laptop computers, tablets, iPads, mobile phone or
Blackberry devices, unencrypted flash drives, unencrypted CD-ROMs, floppy disks, or
the equivalent of these items;

M. Personnel with online access shall access information using only their personally
assigned user IDs. Sharing of IDs is prohibited;

N. The recipient agency shall notify the source agency as soon as practicable, but shall not 
exceed two (2) business days, if personnel with on-line access leave employment or
change job functions so that user IDs can be promptly deleted.

The obligations of confidentiality assumed by the recipient agency pursuant to this Agreement 
shall not apply to the extent that the recipient agency can demonstrate that such information:

A. Is part of the public domain without any breach of this Agreement by the recipient 
agency;

B. Is or becomes known on a non-confidential basis, through no wrongful act of the 
recipient agency;

C. Was known by the recipient agency prior to disclosure hereunder without any obligation 
to keep it confidential;

D. Was disclosed to the recipient agency by a third party which, to the best of the recipient 
agency�s knowledge, is not required to maintain its confidentiality;

E. Was independently developed by the recipient agency; or
F. Was the subject of a written agreement whereby the source agency consents to the

disclosure of such confidential information by the recipient agency on a non-
confidential basis.

If the recipient agency or any of its representatives shall be under a legal obligation, in any
administrative, regulatory or judicial circumstance, to disclose any Confidential Information, the 
recipient agency shall give DCF prompt notice thereof (unless it has a legal obligation to the 
contrary) so that DCF may seek a protective order or other appropriate remedy. In the event that
such protective order is not obtained, the recipient agency or its representative shall furnish only
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that portion of the information that is legally required and shall disclose the Confidential
Information in a manner reasonably designed to preserve its confidential nature.

VI. DUTIES WITH RESPECT TO BREACH: UNAUTHORIZED USE, DISCLOSURE 

OR LOSS, INDEMNIFICATION AND EQUITABLE RELIEF

 
If the recipient agency becomes aware of any threatened or actual use or disclosure of any data or
information that is not specifically authorized by this Agreement, or if any data or information is 
lost or cannot be accounted for, the recipient agency shall notify the source agency as soon as
practicable, but shall not exceed 1 (one) business day from the time that the recipient agency
becomes aware of such use, disclosure, or loss. Such notice shall include, to the best of the
recipient agency�s knowledge at that time, the persons affected and the data or information 
disclosed.

 
The recipient agency will take the following steps with concurrence from the source agency:

 
A. The recipient agency shall take immediate steps to mitigate any harmful effects of any

unauthorized use, disclosure, or loss. The recipient agency shall reasonably cooperate
with the source agency�s efforts to seek appropriate injunctive relief or otherwise
prevent or curtail any threatened or actual breach, or to recover its Confidential
Information, including complying with a reasonable corrective action plan;

B. The recipient agency shall notify the affected individuals by mail or by a method 
previously used by the source agency to communicate with the individual. If the
recipient agency cannot with reasonable diligence determine the mailing address of the
affected individual and the source agency has not previously communicated with that
individual, the recipient agency shall provide notice by a method reasonably calculated
to provide actual notice;

C. The recipient agency shall notify consumer reporting agencies of the
unauthorized release;

D. The recipient agency shall offer credit monitoring and identity theft insurance to affected 
individual(s) from a company, and under terms, acceptable to the source agency for one
year from the date the individual(s) enroll(s) in credit monitoring;

E. The recipient agency shall provide a customer service telephone line or hotline to 
receive telephone calls and provide assistance and information to affected individual(s)
during hours that meet the needs of the affected individual(s), as established by the 
source agency;

F. The recipient agency shall adequately staff customer service telephone lines to assure
an actual wait time of less than five (5) minutes for callers.

 
Pursuant to this Agreement and Wisconsin Statutes sections 893.82 and 895.46(1), in the event 
of a breach of the Agreement requirements on confidentiality by the recipient agency, the
recipient agency shall indemnify and hold harmless the State of Wisconsin, the source agency
and its officers, employees or agents from any claims arising from the acts or omissions of the
recipient agency, and its employees and agents, including but not limited to the costs of
monitoring the credit of all persons whose Confidential Information was disclosed,
disallowances or penalties from federal oversight agencies, any court costs, expenses, and
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reasonable attorney fees, and other costs incurred by source agency for its actual staff time and
other costs associated with the source agency�s response to the unauthorized use or disclosure
constituting the breach.

 
The recipient agency shall indemnify and hold harmless the State of Wisconsin, DCF and its 
officers, employees or agents from any data released publicly or retained according to the 
contract, whether authorized or not.

 
The recipient agency acknowledges and agrees that the unauthorized use, disclosure, or loss of 
Confidential Information may cause immediate and irreparable injury to the individual(s) whose 
information is disclosed and to the source agency, which injury will not be compensable by
money damages and for which there is not an adequate remedy available at law. Accordingly,
the parties specifically agree that the source agency, on its own behalf or on behalf of the
affected individual(s), shall be entitled to obtain injunctive or other equitable relief to prevent or
curtail any such breach, threatened or actual, without posting security and without prejudice to 
such other rights as may be available under this Agreement or under applicable law.

 
VII. SHARING INFORMATION WITH THIRD PARTIES

 
The recipient agency is prohibited from sharing any data or information received from the source
agency. If such a requirement or need is foreseen or arises, a written, signed and dated
agreement must be in place with the third party vendor prior to any data transfer being made.
 

The provisions of this agreement apply equally to any third party or vendor that the recipient 
agency allows to use data and information available under this agreement.

 
The recipient agency shall provide prior notice to the source agency of intended contractual
relationships with third parties or vendors who may have access to data and information under
this agreement. The notification shall include the nature of the relationship, the types of
information that will be shared and the planned use of the information by the third party or 
vendor.

 
The recipient agency is required to have agreements in place with the third party or vendor to 
ensure that the terms of this information sharing agreement are enforced with the third party or
vendor. The source agency reserves the right to approve the contents of such third party or 
vendor agreements.

 
The recipient agency is accountable for any violations of this information sharing agreement 
committed by the vendor or third party. The recipient agency shall ensure that the third party or 
vendor instructs all employees/providers with access to the information regarding the terms of 
the information sharing agreement and the confidential nature of FCDP applicants and 
participants and Child Support.

 
VIII. PRODUCTS PRODUCED FROM DATA

 
The recipient agency and its affiliates are authorized to produce reports, documents, and
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electronic files using information under this agreement and as allowed by this agreement for any
project related to the purpose of this agreement as described in Article III of this agreement.

Reports and electronic files that contain aggregate and summary information, and do not contain 
personally identifying information, or information from which personal identity can be inferred,
created with data provided under this agreement and defined in Article III may be produced for 
internal use by the recipient agency. Reports and files that contain aggregate and summary
information, and do not contain personally identifying information, or information from which
personal identity can be inferred, may be produced for public distribution with the prior 
notification of the source agency. The source agency shall be notified at least ten (10) business
days prior to the distribution and have the opportunity for advance review of any news releases, 
reports or documents, and files produced using information under this agreement. The source
agency shall receive a final copy of all reports or documents at least 24 hours prior to the release 
to the public.

Reports, documents, and electronic files that contain personally identifying information, or 
information from which personal identity can be inferred, created with data provided under this 
agreement may be produced for internal use by the recipient agency with the prior approval of 
the source agency. The specific use and distribution of the reports or files shall be approved by
the source agency prior to internal use by the recipient agency and its affiliates. Reports or files
with personal identifying information may be produced for public distribution only with prior 
written approval by the source agency. The source agency shall be notified at least ten (10) 
business days prior to the distribution and have the opportunity for advance review of any news
releases, reports or documents, and files produced using information under this agreement. The
source agency shall receive a final copy of all reports and files at least 24 hours prior to the 
release to the public. The source agency may require the recipient agency to notify individuals 
or seek individual permission prior to releasing personal identifying information to the public.

The source agency reserves the right to request changes in reports, documents or electronic files
produced by the recipient agency if the reports or files inaccurately portray FCDP and related 
programs services provided by the source agency, or if the reports or files portray an inappropriate
level of detail that would compromise the confidentiality of individually identifiable information.

All data files which are comprised of information under this agreement shall be the property of 
the source agency and the recipient agency cannot claim proprietary rights to nor otherwise 
restrict public use of the data files, except to maintain the confidentiality of data provided under
the terms of this agreement. The recipient agency may copyright reports produced using data 
under this agreement provided that the source agency shall have a royalty-free, non-exclusive, 
irrevocable right to publish, reproduce, distribute and use all or any part of said reports in any
manner and for any purpose, without limitation, and may authorize others to do the same.

Under the terms of this agreement, the recipient agency is not required to make reports or 
electronic files available to the public or a third party without an arrangement to recover costs 
associated with providing such reports or files. The recipient agency may charge for reasonable
costs incurred to provide information to third parties pursuant to this agreement.
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IX. DESTRUCTION OF RECORDS AND DATA

 
Unless authorized by DCF to retain data, the recipient agency shall destroy all records and data, 
regardless of format, no later than 60 days after the completion of the project or end of this 
Agreement. Only reports that have been specifically approved for public release and that
contain aggregate and summary information may be retained by the recipient agency.

All data destruction activities will be verified to the source agency by the recipient agency via a
signed, dated and witnessed report. A witness for this action is defined as a second responsible 
person other than the Senior Information Security Officer (SISO), or similar, position.

 
X. SUSPENSION OR TERMINATION OF THIS AGREEMENT

 
Upon 60 (sixty) days written notice, either party may suspend or terminate this agreement 
without cause.

The source agency may suspend or terminate the agreement immediately for cause under any of 
the following circumstances:

A. Use of information provided under this agreement for an unauthorized purpose, as
outlined in Article III;

B. Failure to comply with the requirements for sharing information as outlined in Article IV;
C. Failure to protect the confidentiality of information or to protect such information 

against unauthorized access or disclosure as outlined under Articles V and XIV.
D. Unauthorized use of information under this agreement by third parties or vendors

as outlined in Article VII:
E. Failure to obtain approval to release reports or files and provide copies of such reports 

or files as outlined in Article VII;
F. Access to data or information systems in a manner not authorized to receive data or 

information as outlined in Article XIV.

The termination or suspension of the agreement shall be effective immediately upon notification 
of the recipient agency. The source agency shall provide a written explanation of the termination 
or suspension within 30 (thirty) days after the notification to the recipient agency. The recipient 
agency shall cooperate with the source agency in investigations of individual staff violations and
shall take appropriate actions against staff who commit violations of this agreement.

Any suspension of this agreement shall remain in effect until the source agency is satisfied that
the recipient agency is in compliance with the terms of the agreement. The source agency may
also suspend or terminate the access of individual recipient agency staff to data under this 
agreement without suspending or terminating the overall agreement.

The penalties under state and federal law for violations of confidentiality requirements pertaining
to individually identifiable information may apply to the recipient agency or individual recipient 
agency staff regardless of actions taken by the source agency to suspend or terminate the 
agreement. Suspension or termination of the agreement shall not preclude the source agency
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from seeking prosecution of individuals or other imposition of penalties on the recipient agency
for confidentiality violations as provided under state or federal law.

The confidentiality and disclosure requirements of this agreement survive the termination, for 
whatever reason, of the agreement itself, subject to applicable state and federal laws.

 
XI. AMENDMENT OF THIS AGREEMENT

 
This agreement may be amended at any time by written amendment signed by the coordinators
of the source and recipient agencies or their designees. Appendices to the agreement may be
amended at any time by written agreement of the information coordinators for the source and
recipient agencies.

 
Each party agrees to give the other party written notice within 30 (thirty) days after becoming
aware of any policy, procedure or technology changes which may impact upon the performance
of either party under this agreement.

This agreement is subject to federal and state law, codes and regulations, all of which are subject 
to change. Upon applicable federal or state law or regulation change, this agreement shall be 
considered immediately modified in accordance with each such change, without notice or written
amendment.

This provision for automatic amendment shall not apply where one party provides written notice
to the other party within 60 (sixty) days after the effective date of the federal or state law or 
regulation change that it desires to amend the agreement. Upon giving the required notice, the 
source and recipient agencies agree to negotiate the effect the particular federal or state law or 
regulation change will have on this agreement.

 
If this agreement conflicts with any future specific agreements between the source and recipient 
agencies, then that other specific agreement shall be the prevailing agreement regarding only
those specific parts of any such agreement that conflict with this agreement.

XII. OTHER ISSUES FOR AGREEMENT

 
The source agency will make the recipient agency aware of changes to administrative data 
systems that will affect use of information shared and authorized by this agreement.

XIII. SOURCE AGENCY AND RECIPIENT AGENCY STAFF

DCF Data Steward(s):

A DCF Data Steward is an individual designated by DCF to:
1. Coordinate, administer and maintain amendments (attachments) to this Data Sharing 

Agreement.
2. Coordinate requests between DCF and the authorized individuals listed below to facilitate 

access of data, monitor Data Recipient data sharing compliance, or request changes to this 
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agreement.

Only the following authorized individuals shall be able to act as a DCF Data Steward in 
accordance with the goals of this agreement:

 
Name/Title Phone Email

David Wallace, BCS Data Steward 608-422-6217 DavidL.Wallace@wisconsin.gov

Ed Emmons, WPASS Data Steward 608-422-6278 Edward.Emmons@wisconsin.gov

 

Data Recipient�s Officials with Authority to Grant Access:

Only the following authorized individuals shall be able to establish users and grant access to
information and data systems in accordance with the goals of this agreement:

 
Name/Title Phone Email

Jeff Leggett 262-638-7700 Jeff.Leggett@racinecounty.com

   

 

The Data Recipient is expected to provide appropriate ongoing training and technical assistance for 
the above named individuals in support of the outcomes of this Data Sharing Agreement.
 
XIV. DATA AND METHOD FOR ACCESSING DATA

Data and/or Access to be Provided: 

Access will be provided to the following administrative data systems:

Web Intelligence (WebI)
Kids Information Data System (KIDS) 
Wisconsin Works Programs (WWP)

 

Access:

 
Method of Accessing Data:

Access to data or systems identified above shall be granted in the following ways:

1. WAMS ID: In order to gain security access, create a Wisconsin WAMS User 
ID and password, selecting both training and production environments, at:
https://on.wisconsin.gov/WAMS/home.

2. WWP: In order to gain security access, complete the form found at: 
https://dcf.wisconsin.gov/files/forms/doc/5212.docx and submit to 
DCFServiceDesk@wisconsin.gov.
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Requests for data or access should be directed to the DCF Data Steward designated in 
Article XIII to this Agreement.

Glossary of Terms:

Wisconsin State Web Access Management System (WAMS) �A system that allows users to 
access state web applications systems.

Wisconsin Works Programs (WWP) � A web based system used for completing client 
registration, determining eligibility, and documenting work history for FCDP.

 
Confidentiality:

Except as otherwise authorized by law, the Data Recipient may not disclose confidential
information for any purpose other than purposes associated with the administration of services
under this Agreement.

1. "Confidential Information" means all tangible and intangible information and
materials accessed or disclosed in connection with this Agreement, in any form or 
medium (and without regard to whether the information is owned by the source 
agency or by a third party), that satisfy at least one of the following criteria:
a. Personally Identifiable Information;
b. Individually Identifiable Health Information;
c. Non-public information related to the source agency�s employees, customers, 

technology (including data bases, data processing and communications 
networking systems), schematics, specifications, and all information or materials 
derived there from or based thereon;

d. Information designated as confidential in writing by the source agency; or
e. Constitutes an education record as defined by Family Educational Rights and

Privacy Act (FERPA) 34 CFR Part 99 or Wisconsin State Statue.
f. Information related to Child Protective Services (CPS) reports; and children 

in the custody of DCF or a county department, a licensed child welfare 
agency, licensed child care center;  juvenile law enforcement records; and 
children�s and juvenile court records under Wisconsin Statutes 48.981(7) and 
48.78; 938.78; 48.396, and 938.396.

g. Constitutes a record regarding substance use disorder evaluation or treatment 
under 42 CFR Part 2, or Wisconsin Statutes.

h. Constitutes a record regarding protective services or placements under 
Wisconsin Statute Chapter 55.

2. �Personally Identifiable Information (PII)" means an individual's last name and the 
individual's first name or first initial, in combination with and linked to any of the 
following elements, if the element is not publicly available information and is not 
encrypted, redacted, or altered in any manner that renders the element unreadable:

a. The individual's Social Security number;
b. The individual's driver's license number or state identification number;
c. The number of the individual's financial account, including a credit or debit card
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account number, or any security code, access code, or password that would permit
access to the individual's financial account;

d. The individual's DNA profile; or
e. The individual's unique biometric data, including fingerprint, voice print, retina or 

iris image, or any other unique physical representation, and any other information 
protected by state or federal law.

3. �Individually Identifiable Health Information� means information that relates to the 
past, present, or future physical or mental health or condition of the individual, or that
relates to the provision of health care in the past, present or future, and that is combined
with or linked to any information that identifies the individual or with respect to which
there is a reasonable basis to believe the information can be used to identify the 
individual.

4. �The Family Educational Rights and Privacy Act (FERPA)� (20 U.S.C. § 1232g; 34 
CFR Part 99) is a federal law that protects the privacy of student education records.
The law applies to all schools that receive funds under an applicable program of the
U.S. Department of Education.

a. Recipient will not identify the information contained in the Limited Data Set. Any
reports or materials developed by the Recipient Agency or subcontractors that use
data provided under this Agreement will not contain any personally identifiable 
information that is protected by the Family Educational Rights and Privacy Act
(FERPA), 34 CFR Part 99. All reports and materials developed will be submitted
to the source agency prior to release or publishing for the source agency�s
approval, to ensure that no personally identifiable information is included. The 
source agency will use, as its basis for review, its internal suppression rules, as
they exist at the time the report is published or released. The source agency will
make these suppression rules available to Recipient upon request.

b. Audit or Evaluation exception, under FERPA, allows for the disclosure of PII
without consent to authorized representatives of the FERPA permitted entities. PII
must be used to audit or evaluate a Federal or State supported education program, 
or to enforce or comply with federal legal requirements that relate to those 
education programs.

5. Confidential Information does not include information which is required to be disclosed
by operation of law.

The Recipient Agency must instruct all employees and employees of
subcontractors with access to information covered under this contract regarding
the safeguarding of confidential individuals� information required by State and
Federal law. Training must precede any request for access and refresher
training must be conducted once per year. The training must be documented by
an acknowledgement and verification form.

Training may be accomplished by providing employees with confidentiality and
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security policy materials, such as those provided by the Department, and requiring 
those materials to be read.

Training must be documented by requiring each employee to sign an
acknowledgement and verification stating that they have received and read
the materials, understand them, and agree to comply with them.

The acknowledgement and verification must be maintained by the
Recipient Agency and be made available upon request for monitoring
purposes.
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